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# Обозначения и сокращения

| Сокращение | Расшифровка сокращения |
| --- | --- |
| ЕСК | Единая служба каталогов |
| ОС | Операционная система |
| СУБД | Система управления базой данных |

# Термины и определения

| Термин | Определение |
| --- | --- |
|  |  |
|  |  |

# Назначение и область применения

[В разделе должны быть указаны цели создания приложения, а также его назначение и область применения.]

# Учетные записи и группы

[В разделе должны быть приведены описание всех учетных записей и групп, которые применяются для разграничения доступа к данным и инструментам управления компонента ИТС, включая перечень локальных групп и ролей ЕСК, ОС, СУБД и другое.]

# Полномочия персонала и субъектов доступа

[В разделе должны быть указаны описания предоставляемых полномочий эксплуатационного персонала компонента ИТС, состав ролей, прав субъектов доступа (эксплуатационного персонала, работников Банка России, ответственных за контроль за эксплуатацией, пользователями и программными процессами) и атрибутов доступа субъектов доступа.]

# События информационной безопасности

[В разделе должны быть указаны описания событий, значимых для задач обеспечения информационной безопасности (далее – ИБ), которые регистрируются в результате функционирования компонента ИТС и подлежат контролю администратора ИБ компонента ИТС либо подсистемами и сервисами мониторинга ИБ.]

# Защищаемые ресурсы

[В разделе приводятся перечень информационных и программных ресурсов доступа (включая базы данных, сетевые файловые ресурсы, виртуальные машины, ресурсы доступа, расположенные на серверах электронной почты, ресурсы доступа, расположенные на WEB-серверах информационно-телекоммуникационной сети «Интранет», ресурсы доступа, расположенные на WEB-серверах информационно-телекоммуникационной сети «Интернет») в рамках компонента ИТС, подлежащих защите и контролю, и сведения о категориях обрабатываемой информации.]

# Защита информации при взаимодействии со смежными системами

[В разделе приводится описание применяемых в компоненте ИТС методов и средств защиты информации при взаимодействии со смежными системами.]

# Организационные меры защиты информации

[В разделе приводится описание применяемых при эксплуатации компонента ИТС организационных мер защиты информации (управление персональными идентификаторами, учет машинных носителей, применение специальных защитных знаков, документирование резервного копирования, ведение журналов и другое).

Описываются требования к составу и содержанию организационных мер, необходимых для проведения в структурных подразделениях Банка России в целях обеспечения внедрения (ввода в действие, ввода в эксплуатацию) обеспечивающих систем или подсистем ИБ автоматизированных систем Банка России, в том числе мер, связанных с назначением ролей эксплуатационного персонала, контролеров эксплуатации и пользователей.

Описываются требования к составу и содержанию организационных мер, необходимых для проведения в структурных подразделениях Банка России в целях обеспечения ИБ при выводе из эксплуатации автоматизированной системы Банка России (ее отдельных частей) или по окончании обработки информации.]

# Описание интерфейсов взаимодействия с сервисами и обеспечивающими системами ИБ

[В разделе приводится описание интерфейсов использования, включая протоколы и стандарты обмена данными, функций обеспечения ИБ (для разрабатываемых сервисов ИБ обеспечивающих систем) и интерфейсов взаимодействия с создаваемыми и (или) эксплуатируемыми сервисами ИБ или обеспечивающими системами в целях использования реализованных ими функций обеспечения ИБ.]